Navigating the EU Al Act: A Process Map for making Al Systems available

What does the EU Al Act mean for you and your Al System(s)? This process map shows a simplified end-to-end version of the compliance journey through the EU Al Act from the

perspectives of providers and deployers, taking the Al System as the unit of analysis. The goal of this map is to reduce uncertainty by outlining what to expect in a sequential
fashion and by pointing to relevant articles in the Al Act for target reading. The map was published by the appliedAl Institute for Europe gGmbH to minimize the time and effort
needed to reach compliance with the EU Al Act.
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Phase Applicability Obligations Mapping - Al System Obligations Mapping - GPAI (optional) Operationalising Obligations Demonstrating Compliance Maintaining Compliance
The goal of this phase is to determine whether the Al  This phase concerns the question which obligations are applicable on the level of an Al System This phase builds upon the previous one, but this time the obligations arise depending on In this phase, the applicable obligation are The goal of this phase is to demonstrate and prove that the high-risk Al The goal of this phase ensure that each available Al System remains
Act is applicable to a given Al System (AIS), including with a specific intended purpose. The obligations are predominantly determined by a) the Risk whether and which type of General Purpose Al (GPAI) Model is used to implement the Al System  operationalised on at least two levels, the system under review meets all applicable requirements, before it is placed compliant. This involves a systematic and continuous process to collect
the possibility that an Al System might not be Class of the Al System and b) the Role of "your organisation" regarding that Al System. under analysis. organisational level (e.g. the company) and the Al on the market or put into service. information on Al Systems in use, and in the case of incidents, derive
pursued in case it is prohibited. System level (i.e. for each Use Case), oftenin an necessary corrective and preventive actions to improve the system's
Depending on the answer to those two questions, the relevant obligations are shown in the table  Depending on the adopted type of GPAI model, the provider of an Al System might have to rely iterative approach with various feedback loops. Providers of high-risk Al Systems need to conduct a conformity quality, safety, and performance.
below. on certain information provided by the GPA|I model provider to comply with the requirements of assessment, issue a Declaration of Conformity, affix the CE Mark, and
the Al Act. The resulting procedures, structures, systems register it in the EU database, before placing it on the market or putting it Events that can trigger mandatory action include, for instance, reported
and roles may be subsumed under the term Al into service. instances malfunctions from users/deployers to the provider or
The central questions are a) if the GPAI Model poses a "significant risk" and b) if the GPAI Modelis ~ Governance. distributor, substantial modifications or changes of the intended purpose
published under a free and open license. The GPAI-related obligations (see table) apply in Deployers of high-risk Al Systems have a separate set of obligations, and the context of use.
addition to the obligations of the previous step. This phase involves the creation of technical which, in some cases, involves a Fundamental Rights Impact Assessment
documentation to demonstrate compliance in before deployment.
the next phase.
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Cha||enges - How to identify and capture all Systems that might - How can one classify Al systems with confidence? - How can one classify GPAI systems with confidence? - How big/small is the gap between the status - How to integrate the technical documentation for the Al Act with the - How to capture and consistently evaluate any incidents related to a
be Al Systems (both Make AND Buy)? - How might the risk class affect the business case? - How might the type of GPAI Model (systemic risk or not, FOSS or proprietary) affect the quo and the necessary compliance level? legacy documentation (i.e. for other regulation)? given Al System?
. How to understand if and to what extent the Al Act . Are any of our Al Systems prohibited under the Al Act? business case? . What are the commmercial implications for rea- . How to conduct a conformity assessment under the Al Act? . How to establish a causal link between the incident and the Al System?
is applicable to "our Al Systems"? - How to establish clarity about the own role (provider vs. deployer)? - Is the provider of the GPAI Model compliant with the Al Act? ching compliance (cost vs. competitiveness)? - Where applicable, what is an adequate method for Fundamental Rights - How to operationalise change control for Al Systems, including
- Are there any legacy Al Systems under our control - If the GPAI Model is being integrated with, or deployed as, a High Risk system, will the model . Are the necessary resources for implementa- Impact Assessment? stakeholder communication?
that shall not undergo a significant change? provider support your efforts to comply with the High Risk Al requirements? tion available, including expertise (technicaland - Deployer: how to ensure that the Al system provided by the provider is - How to become aware of new/updated criteria for risk classification
- If the modelis free and open-source, does the downstream provider have the ability to comply legal) or IT infrastructure? compliant? (e.g. from the EU, member states, or court rulings)?
with the High Risk Al requirements? + How to judge the residual risk to be acceptable? - How to assess the conditions when a new/updated Fundamental Rights
- How to implement a Quality Management Impact Assessment is necessary?
System for Al?
Success . Clear responsibility for collecting necessary - A comprehensive method for risk classification, including documentation and approvals, where . Complete and correct information on GPAI Model or System (including its impact capabilities). - Relevant harmonised standards are available. . Comprehensive documentation management system in place for - Ongoing and transparent communication channels between the
Factors information about potential Al systems. necessary . Assessment of other legal questions associated with the use of GPAI Models, including GDPR, . Ensuring that obligations are fully understood proving whether the Al System meets all essential requirements. deployer and the provider are established.
- Ensuring that the inventory of Al Systems is - Complete and correct information on "classification-relevant details" on each Al system Copyright, Confidentiality, Contracts. and correctly interpreted. - The EU Database for High Risk Al Systems is operational. - A robust post-market surveillance strategy is established (incl. a skilled
complete, correct, and sufficiently detailed. . The involvement of multidisciplinary perspectives on classification (technical, legal, domain- . A clear process for cooperation or information sharing with the GPAI model provider. - Where necessary, the obligations are . Internal conformity assessment: Clear procedures and responsibilities and competent team).
- A clear mandate from top management to specific, and business) - Where applicable, the application of any guidelines or templates coming from the Al Office. transferred into internal policies and for issuing the CE Declaration of Conformity for the Al Act. - Active monitoring of the usage of the Al System, potentially including log
undertake this action. - Where necessary, a mapping of the value chain to identify any dependencies to other suppliers procedures, along with clearly assigned roles - External conformity assessment: 3rd party conformity assessment tracking.
or users and responsibilities. bodies available and affordable. - A comprehensive understanding of the socio-technical setting in which
- Technical documentation is available and under - Deployer: complete and correct documentation prior to making the Al the Al System is used.
control to confidently demonstrate compliance System available to the market.
in the next phase.
Disclaimer

- appliedAl Institute for Europe gGmbH does not provide legal advice.

- This content may be incomplete, incorrect or contain other deficiencies.

- This poster represents the understanding as of April 2024, taking into account the dynamic and emergent nature of the Al Act and
associated interpretations, or the lack thereof.

- The cited articles are pointers for targeted reading, but the references are not comprehensive for brevity. Further provisions may apply.

- This content shall be seen as a draft for discussion. Any feedback is highly welcome.

Version 2.0 (April 2024); Our content, which is available under the Creative Commons Attribution 4.0 International License (CC BY 4.0),
can be freely shared, adapted and used for commercial purposes if it is correctly credited to "appliedAl Institute for Europe gGmbH".
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